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Modern cryptography is rapidly evolving to include elaborate functionalities, and cryptographic proofs of security have

become significantly more complicated as a result. The use of automated tools to assist in constructing these proofs would

potentially increase the confidence in them, and address the difficulty in verifying implementations. In 2014, Barthe et.

al. introduced EasyCrypt, a tool that supports game-based verification of security for cryptographic constructions in

generic group models. The aim of our work is to extend the EasyCrypt results to elliptic curve cryptographic schemes.

We first present the intuition behind the automated verification of elliptic curve ElGamal in EasyCrypt, and discuss how

one may adapt these ideas to additional elliptic curve schemes. (Received January 15, 2016)
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